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Survey Background

 Survey exploring financial services professionals’ opinions 

on financial crime & compliance risk management, 

especially as it relates to efficiency of investigations and 

opportunities for improvement

WHAT

 Responses collected between June and August 2016

 To analyze trends and opinions on how organizations 

approach financial crime risk management, learn about 

challenges to investigation processes, and trends 

towards optimization

 Global distribution via a leading analyst firm, other 

market research collection vendors, and NICE Actimize 

customers

WHEN

WHY

HOW
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Corporate Risk & Compliance

Anti Fraud

Anti Money Laundering

Market Surveillance
Financial Intelligence Unit

Operations

IT, Technology

Other

Primary Role

20%

40%

60%

80%

100%

<$5Bn

$5Bn - $9.9Bn

$10Bn - $39.9BN

$40Bn - $59.9Bn

$60Bn - $99.9Bn

>$100Bn

Organization Asset Size

Survey Background

20%

40%

60%

80%

100%
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Survey Background

7%

14%

19%

20%

40%

Geographic Responsibility

Americas

Other 

APAC

EMEA

Global

2016 Financial Crime & Compliance Industry Survey 



5 CONFIDENTIAL

In thinking about a typical financial crime or 

compliance investigation, approximately what 

percentage of time per month does an investigator 

spend on manual processes?

In 2016, 56% of orgs 
spend more than 30% 
of time on manual 
activities.  

32% spend over half 
their time on manual 
processes, up from 
28% in 2015.

There is a continued 
need to improve 

efficiency. Don't know Less than
10%

10% to
30%

31% to
50%

51% to
70%

More than
70%
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13%

24%

11%

22% 21%

9%

56%
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What triage and investigative activities that involve “human 

touch” today do you feel your organization would benefit from 

automating?

(Respondents were allowed to choose multiple responses)

2016 Financial Crime & Compliance Industry Survey 
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There is ample room for automation.  

Manual evidence gathering from both external and internal sources ranked highest.
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On average, how many systems or data sources are 

accessed during a “typical” financial crime and 

compliance investigation at your organization today?

Detection and 
analysis is 

still 
fragmented

0 Don't know 1-3 4-6 7-10 More than
10
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23%
18%

4%

43%

12%

1%
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Figures may not equal 100% due to rounding
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What internal file systems or file types does your organization 

use during a financial crime and compliance investigation?

(Respondents were allowed to choose multiple responses)

Microsoft Office files are the most commonly accessed files during 
investigations, along with Outlook/other email services, and Transaction 

Systems

Don't know Other Case
Management

Solution

CRM or other
customer

information
system

PDF Analytic or
detection
(alerting)
systems

Outlook or
other email

service

Transaction
Systems

Microsoft Office
(Word, Excel,
Powerpoint)

81%

10%

57%

68%
71%
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What types of external, third party, or public domain data does 

your organization use during a financial crime and compliance 

investigation?

(Respondents were allowed to choose multiple responses)

Regulatory information is most commonly used, followed by Negative News 
Lists and Adverse Media Articles

Don't know Other Credit Reports Beneficial
Ownership

Adverse Media
Articles

Negative News
Lists

Regulations
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67%
65%
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44%

36%

14%
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Does your organization use analytics on financial crime and 

compliance investigative data to do any of the following?

(Respondents were allowed to choose multiple responses)

Analytics is most commonly used to tune/improve investigative data, however 
over a quarter of organizations do not analyze investigation data at all.

Other None Provide Action
Guidance dring
Investigations

Automate
Investigation

Steps

Auto-close Alerts
or Cases

Monitor
Investigation

Accuracy

Monitor
Investigation

Efficiency

Tune/Improve
Investigative
Processes
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30%29%

41%
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27%
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What do you see as your organization’s greatest challenges in 

optimizing investigation processes?

(Respondents were allowed to choose multiple responses)

Due to the disparate environment, the complexity and amount of existing systems are the top 
challenges that teams face in optimizing their processes

Lack of interest Lack Mgmt support Other Insufficient Access to
Internal Data

Lack of Investigative
Tools/Solutions

Lack of Automation Organizational
structure & Varying

Priorities

Lack of Budget Complexity of In-house
systems

Qty of Sources Needed
Investigations

Complexity of 

internal systems 

Qty of Sources 

Needed for 

Investigations 

27%

23%

20%
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What are your organization’s greatest drivers for optimizing 

investigation processes and systems?

(Respondents were allowed to choose multiple responses)

Risk Mitigation is the top priority.

Other Operational
Consistency

Cost Reduction Reputational Damage
Protection

Financial Implications of
Crimes and Fines

Transparency and
Regulatory Scrutiny

Risk Mitigation
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41%

55%
57%

45%
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64%

56%
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Which of the following most accurately describes your 

organization’s financial crime risk management processes and 

systems?

3X increase 
in 

automation 
and process 
integration in 
24 months

7%

58%

35%

18%

69%

13%

% of responses

Today In 24 months

Fully integrated: Processes and 

systems based on a unified 

technology architecture and 

data model

Semi-integrated: Processes and 

systems with some level of 

alignment and data sharing, 

but not fully integrated

Completely disparate: 

Processes and systems with 

little or no integration

2016 Financial Crime & Compliance Industry Survey 


